Уважаемые жители Кочубеевского муниципального округа!

Администрация Кочубеевского муниципального округа Ставропольского края информирует, что на территории округа участились случаи мошенничества с помощью мессенджеров WhatsApp и Telegram и т.п.

Действуют преступники по одной схеме: получают доступ к личному кабинету пользователей в приложении оператора, настраивают переадресацию сообщений или звонков на свой номер, после чего получают доступ к аккаунтам пользователей. Затем мошенники начинают спам-рассылку с просьбой одолжить деньги или перейти по фишинговой ссылке.

Будьте бдительны и защищайте свои учётные записи и личные данные, используя надёжные пароли и двухфакторную аутентификацию для входа в приложения.

Что делать, если ваш знакомый или близкий человек написал вам в WhatsApp или другом мессенджере и попросил перевести ему деньги?

- Перезвоните и уточните просьбу. Обязательно убедитесь, что вы разговариваете с владельцем аккаунта. После просьбы о денежном переводе, не переходите по ссылкам в сообщениях. Не переводите деньги на незнакомые карты, банковские счета, номера виртуальных кошельков.

В случае взлома аккаунта немедленно смените пароли от учетной записи и ни в коем случае не откликайтесь на спам-сообщения!

Помните, обо всех фактах мошенничества необходимо сообщить в ближайший отдел полиции или по телефону 02 (по мобильному телефону – 102).

**Будьте бдительны! Не попадайтесь на уловки мошенников!**